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Abstract: Probabilistic-based methods have been used for designing noise tolerant circuits recently. In these methods, however, there is not any reliability mechanism that is essential for nanometer digital VLSI circuits. In this paper, we propose a novel method for designing reliable probabilistic-based logic gates. The advantage of the proposed method in comparison with previous probabilistic-based methods is its ultra-high reliability. The proposed method benefits from Markov random field (MRF) as a probabilistic framework and triple modular redundancy (TMR) as a reliability mechanism. A NAND gate is used to show the design methodology. The simulation results verify the noise immunity of the proposed MRF-based gate in the presence of noise. In addition, the values from reliability estimation program show the reliability of 0.99999999 and 0.99941316 for transistor failure rates of 0.0001 and 0.001, respectively, which are much better as compared with previous reported MRF-based designs.
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1 Introduction

Noise fluctuation is one of the most important problems in nanometer VLSI circuits [1]. Many noise reduction and noise tolerant techniques have been proposed in the past years. But most of them deal with special types of noise such as power supply noise [2], crosstalk noise [3, 4], dynamic circuits’ noise [5, 6] and substrate noise [7-9]. These methods cannot solve the problem of intrinsic noise in VLSI circuits. Due to the random nature of intrinsic noise, probabilistic-based methods are much better than deterministic ones [10-12].

There are different types of probabilistic approaches. Markov random field (MRF), Bayesian network (BN), probabilistic transfer matrices (PTM) and probabilistic decision diagrams (PDD) are well-known examples. Among these approaches, Markov random field has gained considerable attention for designing noise tolerant VLSI circuits [12-19]. In MRF-based circuits, the noise energy is shared among the system components and the noise signal level is reduced noticeably. Therefore, the noise tolerance is achieved.

Several MRF-based methods have been used for designing noise tolerant circuits [12-19]. A straightforward method for mapping MRF design principles to VLSI circuits was proposed in [13]. Because of hardware complexity of MRF-based designs, most of the methods which have been proposed focus on techniques of reducing hardware overhead. By valid state reduction through Boolean simplification, a less overhead design in comparison with the straightforward method was proposed in [14]. A master-slave design was proposed by I-Chyn Wey et al. in [12]. They achieved a hardware-efficient design by splitting the truth table into two groups and implemented an MRF-based chip for the 8-bit carry-lookahead adder. A general cost-effective design for logic functions was proposed by Kaikai Liu et al. in [15]. Area-sharing feedback NAND path [16] and global mapping approach [17] are two other methods proposed to reduce the complexity of MRF-based designs. Although the cost-effective methods have the advantage of lower hardware overhead, they usually sacrifice the noise tolerance performance for hardware simplicity. Some methods used special techniques together with hardware simplification to compensate for the degradation of noise tolerance. A noise tolerant logic design based on MRF theory and differential cascade voltage switch
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(DCVS) was proposed in [18]. I-Chyn Wey et al. used Schmitt trigger circuit to improve the noise tolerance of their cost-effective MRF-based design in [19].

All of the MRF-based designs improve the noise immunity of the VLSI circuits at the expense of hardware overhead. However, using a lot of transistors in a circuit without considering a reliability mechanism deteriorates its reliability. From the well-known general formula $R_n^*$, that $R_n$ is the transistor reliability, the circuit reliability decreases as the number of transistors $(n)$ increases. This decrease in the reliability can be very serious in today’s nanometer VLSI circuits due to the decline of transistor reliability [1]. Besides manufacturing defects and phenomena such as electromigration, time dependent dielectric breakdown (TDDB) and electrostatic discharge that generally lead to hardware defects, a variety of new reliability concerns have emerged [1, 20]. Negative bias temperature instability (NBTI), positive bias temperature instability (PBTI) and random telegraph noise (RTN) affect modern transistors noticeably and lead to degradation of their electrical properties and timing violations. An unreliable transistor can lead to the failure of the whole MRF-based circuit. Therefore, the efforts for designing noise tolerant circuit will be useless. Taking reliability into consideration makes the MRF-based designs more practical especially in critical applications.

In this paper, we present a reliable MRF-based design methodology for nanometer digital VLSI circuits. The main contribution of this work is the distributed implementation of the MRF-based principles which simple voltage to current and current to voltage converters used as feedback components. Since logic gates are the basic components of digital circuits, a universal NAND gate is chosen to show this design methodology in details. A similar design can be used for other types of gates and standard cell libraries.

The rest of this paper is organized as follows. In Section 2, we explain the reliable MRF-based design methodology in details. Section 3 presents various simulations, reliability evaluations and supplementary discussions to verify the design. Finally, the concluding remarks are in Section 4.

## 2 Reliable MRF-Based Design Methodology

As the feature size scaled down, the supply voltages of the integrated circuits degraded to 1.2V and lower. In consequence, the noise margin of the circuits decreased. This means that modern circuits are more susceptible to noise compared with traditional ones. Preserving signal to noise ratio (SNR) in the admissible range becomes challenging in nanometer VLSI circuits. Generally, the most important factor in the decline of SNR is intrinsic noise [21]. VLSI circuits suffer from various types of intrinsic noise such as thermal noise, shot noise, etc. To preserve SNR in its allowable range, we should control noise by designing noise tolerant circuits. As mentioned before, an appropriate approach is MRF-based design. In an MRF network, each signal can be considered as a node. The state of a node is defined jointly by its neighborhood nodes. Through joint estimation, the noise energy shares between neighbor nodes and the noise level declines noticeably. Fig. 1 shows a full adder circuit and its corresponding MRF network.

In mapping a circuit to an MRF network, nodes that have a logical relationship are fully connected together and form a clique. In this example, nodes A, B and I1 form one clique and totally there are five cliques. To ensure the correct operation of a circuit, the joint probability should remain maximum for all times. From the Hammersley-Clifford theorem the joint probability is obtained from this equation:

$$P(x) = \left( \frac{1}{Z} \right) \prod_{x \in c} \left( \frac{U_x}{kT} \right)$$

(1)

In this equation, $C$ is the set of cliques, $U_x$ is the clique energy function and $Z$ and $kT$ are constants. To keep the joint probability maximum, the clique energy function should remain minimum for each clique. This is minimum in valid states of the corresponding clique. In logic circuits, cliques are correlated with logic gates. Therefore, to ensure maximum joint probability we should enforce the gates to be in their valid states. A common approach is to generate valid states and reinforce them by proper feedback lines. The summation of valid states forms valid states function. Table 1 shows this function for three basic gates.

As mentioned before, we introduce our design methodology using NAND gate. A similar approach can be used for other types of gates and standard cell libraries by defining a valid state function for each component.

Consider a two-input NAND gate. The valid states function is $F = \overline{ABC} + \overline{A}BC + \overline{A}BC + \overline{ABC}$. The simplified form of the function is $F = \overline{ABC} + \overline{AB}C$. These two terms of the valid states function should be

![Fig. 1 A full adder circuit and its corresponding MRF network.](image)

### Table 1: Valid states function for basic gates.

<table>
<thead>
<tr>
<th>Basic Gates</th>
<th>Valid States Function (A and B are inputs and C is output)</th>
</tr>
</thead>
<tbody>
<tr>
<td>NOT</td>
<td>$F = \overline{A}C + \overline{A}C$</td>
</tr>
<tr>
<td>NAND</td>
<td>$F = \overline{ABC} + \overline{A}BC + \overline{A}BC + \overline{ABC}$</td>
</tr>
<tr>
<td>NOR</td>
<td>$F = \overline{ABC} + \overline{A}BC + A BC + \overline{AB}C$</td>
</tr>
</tbody>
</table>
generated and reinforced by proper feedback lines. In the design procedure, these two points are considered:

- The complement of each variable in the circuit is generated as there are only two stable logic states (0, 1) for each variable. We try to force the variables to be in one of their two stable logic states by feedback lines.
- Since the terms in the simplified form of the function should be generated and fed back to appropriate nodes, it is probable that the output of the gate has dependency on its previous state. To prevent the circuit to enter such a case, it is better to generate the complements of the terms rather than the noncomplement ones and feed them back to associated nodes.

An implementation for the valid states function is shown in Fig. 2. In this figure, F1 and F2 are \( \overline{ABC} \) and \( \overline{ABC} \), respectively. These are the complements of the terms in the function. \( \overline{A} \), \( \overline{B} \) and \( \overline{C} \) nodes are used to generate F1 and A, B and \( \overline{C} \) nodes are used to generate F2. It is better to generate F1 and F2 from separate (complement) nodes. By using this technique, each node will have one feedback line and there will be no need for OR gates in the feedback lines.

These valid states should be reinforced by appropriate feedback lines. We propose a novel mechanism for designing feedback lines which is based on distributed TMR [22]. Distributed TMR is a new version of the well-known TMR structure. In this version, the voter unit is omitted and voting is accomplished by voltage to current and current to voltage conversions. In the proposed mechanism simple voltage to current and current to voltage converters are used in a distributed TMR structure as feedback components. This technique gives many advantages to the design:

- Since the distributed TMR structure is used in an MRF framework, the robust gate will have both noise tolerance and reliability mechanisms.
- Adding these converters has a restoring effect on the signals and makes them closer to their ideal noise-free signals.
- The converters play the role of isolating elements in the feedback lines. It is essential to isolate output nodes from input ones.

The nodes which the feedback lines should be connected to are shown in Fig. 3. This is the first design for the reliable two-input NAND gate. In this figure, feedback lines are omitted and letters are used to clarify the relationship between the units. Since the TMR structure is used, the central core is repeated three times and the outputs of these cores are connected to the inputs of voltage to current converters. The name of voltage to current converters which are connected to F1 units is C1 and the name of others connected to F2 units is C2. The currents of C1s are added by wiring the outputs of them together. A similar work is done for C2s. The total current of C1s and C2s are given to the inputs of first and second current to voltage converter groups, respectively. We name the converters of the first group B1, B2 and B3 and those of the second group B4, B5 and B6. As we know from distributed voting, majority voting happens in these conversions. Therefore, the output of the first group is the result of voting on F1 generators and the output of the second group is the result of voting on F2 generators.

To reinforce the valid states of the NAND gate, the outputs of the first current to voltage converter group should be connected to the complements of the nodes which constitute F1. The outputs of the second group should be connected to the complements of the nodes which constitute F2. In other words, we connect the outputs of the first group to \( A, \overline{B} \) and \( \overline{C} \) nodes and the
outputs of the second group to $\bar{A}$, $\bar{B}$ and C nodes.

The simulation results show the noise tolerance of the first design. However, this design can be improved. The outputs of N1 units are connected together to form one node for the feedback line. A similar design exists for N2 and N3 units. If a fault exists or occurs in one of the N1 units and affects the logic value of these units, the output of the whole N1 units will be affected (because the outputs are connected together). This will disrupt the correct operation of the robust gate because the only path for one of the gate’s inputs will be blocked. To resolve this problem, it should be considered that the most important feedback lines are the ones which feedback the output and its complement. The other lines have a low impact on the whole noise tolerance of the gate. The simulation results will verify this statement. If we omit the feedback lines related to the inputs and their complements and repeat the feedback line of the output and its complement for three times and connect them to separated nodes, there will be no need to connect the outputs of similar units together. With this technique, the gate reliability increases considerably.

Fig. 4 shows our main design for the reliable gate. In this design the feedback lines related to the inputs and their complements are omitted completely. Instead, the output and its complement feedback lines are repeated three times. The gate reliability with this design will be evaluated in the next section.

In the main design, distributed implementation is used for the whole structure. However, the hardware overhead of the main design is high and in some applications such a high level of reliability is not essential. We introduce another design for the robust gate with nearly similar noise tolerance (because of the existence of MRF-based design) and lower reliability in comparison with the main design. Fig. 5 shows our third design for the robust gate.

In this design, there are only one group for NOT gates and two current to voltage converters for the feedback lines of the output and its complement. The idea behind this design is that the failure probability in bigger units is higher than smaller ones. Therefore, redundancy is utilized only for bigger units in this design.

If the design is only required to be noise tolerant, The TMR structure can be completely removed from the main design. This can lead to a much less overhead design as shown in Fig. 6. The gate with this design has an approximately similar noise tolerance in comparison with the main design. However, there is not any reliability mechanism in this design (like other MRF-based designs). Therefore, if only noise tolerance is important, this design can be used for the gate.

We have proposed four designs for the reliable two-input NAND gate. All of these designs benefit from the novelty of using simple converters as feedback components. The next section presents the simulation results and reliability evaluations for the gate with these designs.

3 Simulation Results, Reliability Evaluations and Supplementary Discussions

All of the simulations in this section were accomplished by Hspice simulation setup with 65nm process technology libraries and 1.2 V supply voltage. The temperature was set to 50 °C to ensure the presence of thermal noise. We pursued worst case circuit analysis to prove the ultra-high reliability and noise immunity of
the proposed designs. This kind of approach ensures the circuit operation in practical cases in current technologies and future ones which may encounter higher failure rates and lower noise margins. According to this approach, two highly noisy signals were given to the inputs of the reliable two-input NAND gate with various proposed designs. The signals have additive white Gaussian noise (AWGN) -that is the best model for intrinsic noise-. 4dB signal to noise ratio (SNR), 159.9 MHz frequency and different duty cycles. Fig. 7 shows the noisy signals. In this figure, the original signal (before adding noise) is shown, too.

Different duty cycles ensure all four possible combinations of inputs (00, 01, 10 and 11). The 4dB SNR is the lowest signal to noise ratio which has been used for noise tolerance verification in most of the related works and is related to our worst case analysis approach. It is obvious that common deterministic designs cannot tolerate such noisy signals.

3.1 Noise Tolerance Verification

Noisy signals were given to the inputs of the gate with the main design to show its ultra-high noise immunity. Fig. 8 shows the inputs and output of the gate. According to this figure, the gate operation in the presence of such noisy inputs is ideal. The gate operation with all of the proposed designs in the presence of noisy inputs is shown in Fig. 9. The gate has almost similar output with different designs. It is shown that the gate has ultra-high noise tolerance with all of our proposed designs. However, the difference between these designs is mostly associated with the reliability characteristics.

3.2 Reliability Evaluations in the Presence of Noise

There are various fault sources in the VLSI circuits. Electromigration, time dependent dielectric breakdown (TDDB) and electrostatic discharge are well-known examples of phenomena that generally lead to hardware defects. These defects are usually permanent and can cause the circuit’s output to be in one of the logic states independent of the circuit’s inputs. Negative bias temperature instability (NBTI), positive bias temperature instability (PBTI), hot carrier injection (HCI) and random telegraph noise (RTN) are other
phenomena that affect modern transistors greatly and lead to timing violations. Threshold voltage and drain current fluctuations are the main reasons for timing violations that can cause the circuit’s output to get into an unknown state ‘X’. This means that the output would be either 1 or 0 independent of the inputs. In addition, there are transient faults that temporarily flip a logic state. These faults can also alter the output of the circuit to an unknown state.

A precise reliability evaluation requires an appropriate fault model. We define a fault model based on a macroscopic view.

### 3.2.1 The Fault Model

Consider the main design (Fig. 4) again. This design is organized from different units (F1 and F2 generators, converters and NOT gates). The following assumptions are considered in the fault model:

- If a fault exists or occurs in a special unit, the whole unit will be assumed to be faulty (worst case assumption).
- The faulty unit reveals its failure in one of the two potential forms. In the first form, the logic value of the unit’s output is 1 regardless of its inputs and in the second form, the logic value of the unit’s output is 0 regardless of its inputs. Of course, for voltage to current converters the meanings of these two forms are maximum current and zero current (that is equal to a high impedance node) in order.

### 3.2.2 Reliability Evaluation

Consider Fig. 10. In this figure the labels of the different units in the main design are changed for simplicity in reliability evaluation. All of these labels (except for current to voltage converters which are directly connected to the output) have three parts:

- The first part shows the name of that unit. N, F, C and B letters show NOT gates, generators, voltage to current converters and current to voltage converters in order. Letter L also shows NOT gate.
- The second part shows the artery in which a unit exists. In this design there are two arteries and each one has three paths. The reason for two arteries is that there are two terms in the simplified form of the valid states function in the two-input NAND gate.
- The third part introduces the group which a unit belongs to. In this case there are three groups (A, B and C) because we used TMR (3MR) structure in our design. These groups are separated from each other by dotted rectangular. Current to voltage converters which are connected directly to the output node cannot be categorized in a specific artery or group. Therefore, their labels only show their names.

Each unit in this design repeats three times (since there is a TMR structure). Therefore, in the following conditions the gate will operate correctly:

- If a specific unit fails to work.
- If several units which exist in one path from a certain artery fail to work.
- If several units in two paths from different arteries fail to work.
- If several units that belong to a specific group (A, B and C) fail to work.

However, if failed units belong to two paths from one artery or two current to voltage converters from the B3, B4 and B5 group, the gate will lose its correct operation in certain states. To find these certain states that cause the robust gate to fail, we inquired the mentioned condition for all units in the gate. For each specific unit (N, F and …), one pair was selected. Then the inputs of this pair were separated from the main circuit and were connected to VDD or GND to adjust the outputs of the pair to one of four possible combinations 00, 01, 10, 11.

For the outputs of the voltage to current converters, 0 and 1 mean zero current and maximum current, respectively.

The simulations which show the tests results are presented in this subsection. In all of the tests, there were noisy signals on the gate’s inputs. The pairs which were selected for the tests are from A and B groups. Obviously, because of similarity in the circuit characteristics, these results are valid for pairs from A and C and also B and C. Fig. 11 shows the tests results of the units which exist in the first artery (N1, L1, F1 and C1 units).

As shown in Fig. 11, in all of these tests, only in the case of one combination from the four possible combinations the gate loses its correct functionality. This combination is bolded in the figures. Therefore, if one pair from a unit in the first artery goes out of work, the whole of the gate will fail to work with a probability of 25%. The simulation results related to the units which exist in the second artery are shown in Fig. 12.

Fig. 12 shows that in the second artery the probability of failure depends on the units. There are
three different probabilities for the gate failure. If one pair from N2 units fails to work, the probability of failure will be zero and for a pair from B2 units it will be 0.25. Otherwise, this probability will be 0.5. The reliability evaluation is based on choosing a pair from each of several distinct units, therefore we will omit N2 units from our reliability calculations because for each pair, the gate will keep its correct functionality. Indeed, we can completely remove N2 units from the design as they only have a little positive impact on noise tolerance and no impact on correct functionality. This can reduce the hardware cost by 6 transistors (3 NOTs). The last group is B3, B4 and B5 units. Fig. 13 shows the result of the test on these units. It is obvious that in half of the combinations, the gate will operate correctly.

In all of these tests, units that failed to work were in two paths from one artery or in two current to voltage converters from the B3, B4 and B5 group. It is obvious that if these units belong to more than two paths from one artery or more than two converters from this group, the gate will fail to work.

3.3 Reliability Analysis

Considering the mentioned topics, we can now propose an algorithm to estimate the gate reliability. The algorithm is as follows:

- First step: for a given failure rate, we inject F×Tc faults into the circuit randomly. In other words, a number of F×Tc transistors are selected randomly to be faulty in each run. Tc is the number of transistors in the circuit and F is the failure rate. Each unit which has faulty transistors will fail to work according to the mentioned fault model.
- Second step: the failed units are compared with each other mutually. If two failed units exist in two paths from the second artery or in the B3, B4 and B5 group, we add 0.5 to a variable S; else if they exist in two paths from the first artery, we add 0.25 to the S. If the failed units belong to more than two paths from one artery or more than two converters from the mentioned group, we add 1 to the S. The variable S with initial value of 0 shows summation of failure probabilities in the gate.
- Third step: we repeat prior steps in a Monte Carlo
In high levels of repetition, reliability of the robust gate is calculated from the following equation: \[ R = 1 - \left( \frac{S}{N} \right)^n. \] In this equation, \( N \) is the number of repetitions and \( R \) is the gate reliability. The results of the reliability estimation program were obtained in one hundred million repetitions.

The circuit metrics of the proposed gate and the major previous reported MRF-based 2-input NAND gates are provided in Table 2. As there is not any Reliability mechanism in the previous MRF-based designs, their reliabilities were calculated by \( R^n \) formula. In this formula, \( R \) shows transistor reliability and \( n \) represents the number of transistors. The results demonstrate that the reliability of our proposed gate is much higher than other noise tolerant MRF-based gates in the wide range of failure rates and at the same time the proposed gate demonstrates acceptable cost, delay and power. For the failure rates of 0.00001 and 0.0001, the program returns 1 for the reliability. It means that in one hundred million repetitions there is not any state which falls into the aforementioned conditions for the gate failure. This is a valuable result especially when considering that the reliability evaluations were performed in the worst case analysis platform. Although the program returns 1 for the reliability in these failure rates, we insert 0.99999999 instead of 1 in the table because it is a more appropriate number for reliability.

3.4 Power, Delay and Cost Discussions

Power: The power consumption of a circuit is proportional to the square of supply voltage. Therefore, lowering the supply voltage has a great impact on power consumption. It is mathematically proven [23] that under the same output correct probability, the MRF-based circuits can operate with lower supply voltage in comparison with the traditional ones. This valuable feature can compensate for the power consumption which is imposed on the circuit due to transistor count. Moreover, due to lower voltage swing in distributed voting [22], the converters part of the proposed gate consume less power and consequently the overall power...
Fig. 13 The test result of the B3, B4 and B5 group.

Table 2 Circuit metrics of MRF-based two-input NAND gates with different design methodologies.

<table>
<thead>
<tr>
<th>Design Methodology</th>
<th>Cost [TC]</th>
<th>Delay [ps]</th>
<th>Power [µW]</th>
<th>Failure Rate: 0.00001</th>
<th>Failure Rate: 0.0001</th>
<th>Failure Rate: 0.001</th>
<th>Failure Rate: 0.01</th>
</tr>
</thead>
<tbody>
<tr>
<td>Proposed method with the main design</td>
<td>96</td>
<td>103.28</td>
<td>8.05</td>
<td>0.99999999</td>
<td>0.99999999</td>
<td>0.9941316</td>
<td>0.94232430</td>
</tr>
<tr>
<td>Direct mapping MRF [13]</td>
<td>60</td>
<td>121.51</td>
<td>10.17</td>
<td>0.99940018</td>
<td>0.99401767</td>
<td>0.9417362</td>
<td>0.54715664</td>
</tr>
<tr>
<td>MRF-CL-Schmitt [19]</td>
<td>32</td>
<td>108.87</td>
<td>4.25</td>
<td>0.99968005</td>
<td>0.99680496</td>
<td>0.96849108</td>
<td>0.72498034</td>
</tr>
<tr>
<td>Master-and-slave</td>
<td>28</td>
<td>58.22</td>
<td>3.11</td>
<td>0.99972004</td>
<td>0.99720378</td>
<td>0.97237474</td>
<td>0.75471929</td>
</tr>
<tr>
<td>MRF [12]</td>
<td>28</td>
<td>88.24</td>
<td>2.97</td>
<td>0.99972004</td>
<td>0.99720378</td>
<td>0.97237474</td>
<td>0.75471929</td>
</tr>
<tr>
<td>Cost-effective MRF [14]</td>
<td>28</td>
<td>88.24</td>
<td>2.97</td>
<td>0.99972004</td>
<td>0.99720378</td>
<td>0.97237474</td>
<td>0.75471929</td>
</tr>
</tbody>
</table>

The program returns 1 for the reliability in this failure rate.

Consumption is competent as shown in Table 2. The supply voltage of the proposed reliable gate can be set to a near threshold value without any concern for the decrease in the noise margin, because the proposed design ensures ultra-high noise immunity. The optimum number for the supply voltage is application dependent, however, it can range from nominal value to near threshold values.

Delay: The propagation delay of the MRF-based circuits is bigger than that of the traditional ones, but MRF-based circuits can achieve similar transition time [24]. Considering transistor count in various MRF-based circuits in Table 2 shows that the proposed design methodology requires more transistor in comparison with others. However, most of these transistors used in parallel because of TMR structure and do not participate in the critical path between inputs and output and consequently do not affect the propagation delay.

Cost: John von Neumann et al. introduced the idea of using redundancy to achieve reliable organisms from unreliable components for the first time [25]. From that time, redundancy has been considered as a major strategy in designing highly reliable systems and widely used in many applications. In another fundamental research [26], the economic constraints of redundancy factor (the number of times which a computing unit is replicated) was investigated. It was reported that the redundancy factor R is small or economical when R ≤ 100 and is very small or practical when R ≤ 10. It shows that even up to one hundred repetitions of a computing unit can be considered in reliability oriented researches. Among our proposed designs, the main design which is the most redundant one has only the redundancy factor of R = 3 for all of the components. This redundancy factor leads to more hardware overhead (transistor count of 96) in comparison with other MRF-based circuits, however, we achieve incomparable reliability.

4 Conclusion

Designing MRF-based noise tolerant circuits without considering reliability concerns will not be an appropriate method for nanometer VLSI circuits. We took reliability into consideration in MRF-based designing and defined a new methodology that leads to highly reliable components. We proposed multiple designs with different levels of hardware overhead. The simulations and reliability evaluations confirmed ultra-high reliability and noise immunity of the proposed method.
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